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Thank you members of the 

COG UAS Task Force for the 

large number of you who 

participated with this survey.
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• Executive Summary of InterLink’s  2021-2026 ~ 

34th Annual North Central Texas Employer 

Workforce Demand Survey with emphasis on UAS

• Top 13 Regional Demand Occupations identified by 

employers

• Current and Future Use of AI and Robotics

• InterLink 2021-2026  Demand Occupations

• Emerging and Evolving Occupations

Today’s Discussion
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Employer Survey Responses 

 1,114 North Central Texas Employers responded

 Representing 101,559 North Central Texas Employees

 Companies sized 1 to 22,000 employees

 53 companies representing 159,797 employees in foreign 
countries sized 2 to 50,00 employees
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Top 13 occupations numerically,  2021~2026

Elementary Teacher
Secondary Teacher

Nurse Licensed Practical/Vocational Nurse
Airline Pilots, Copilots, and Flight Engineers
Electrical/Electronic Engineering Technician

Police Officer
Electrician

Waiters 
Fire Fighter

A&P Airframe and Powerplant 
Mechanic/Technician

BSN Nurse
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The following workplace basic skills and 

attributes have been identified for entry level 

workers. Check all that apply for your 

organizations entry level workforce needs.

Adaptability 91.70% Oral Communication

7979.05.

79.05%

Appreciation of Diversity 59.05% Organization 63.81%

Attention to Detail 87.62% Perseverance 48.57%

Conflict Management 45.71% Pride in Work 80.00%

Creativity 44.76% Problem-solving 72.38%

Customer Service 79.05% Professionalism 80.00%

Decision-making 62.86% Resource Allocation 22.86%

Dedication 60.00% Stress Management 40.95%

Following Directions 82.86% Teamwork 82.86%

Information Gathering 48.57% Technology and Tool Usage 52.38%

Initiative 77.14% Thoughtful Reflection 27.62%

Integrity 80.95% Time Management 73.33%

Intellectual Risk-taking 21.90%

Willingness to continue 

learning 69.52%

Leadership 43.81% Work Ethic 82.86%

Multi-tasking 69.52% Written Communication 56.19%

Numerical and Arithmetic 

Application 37.14%
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What is your current level of AI or Robotics 

use in North Central Texas?

10.78%

3.92%

12.75%

72.55%
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What is the likelihood of Artificial Intelligence 

implementation in the North Central Texas portion 

of your company within the next 5 years?

33.0%

15.50%

12.62%

37.86
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If you are already deploying AI or Robotics in your 

company how are you using the technologies?
• Working in Commercial Real Estate I deal with larger stores, restaurants and other 

businesses that use AI technology as a determining factor if a population is large 

enough to support their businesses. It is amazing by tracking cell phones you can 

determine how many people are at a particular store any hour during the 

day.(example...how many people are in a Walmart at 10:30AM on a particular 

Thursday) AI technology can tell you exactly.

• Land surveying using drones

• We heavily rely on AI to optimize our digital media purchases. Additionally, we are 

using AI in the deployment of chatbots across numerous websites we 

develop/manage

• Robotics for repetitive tasks AI for serving our customers - phone tree

• Survey layout, laser scanning, drones, 360 photo/video, Thermal

• Chatbots

• We are replacing many of the tasks performed by professional staff with automated 

"bots"

• We use drone technology and are virtually paperless.

• We use AI to submit medical claims

• Robotic coating including Air Plasma Spray, Electron Beam Physical Vapor Deposition, 

Air Plasma Spray, CMM inspections.

• Tremble to layout a project site 

• Drones to map out project sites and logistics

• Steinhauer to custom cut control panels vs. manual saw cutting
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List occupations that may be significantly impacted by 

growth in the next 1-5 years in your company in North Central 

Texas due to Robotics or Artificial Intelligence. List the name of 

the occupation and the increase in number for that occupation.

• Electricians + 250 

• Construction Project Managers + 25

• Construction Superintendents +25 

• Construction  Foreman +25

• Technical support +10

• Geospatial Technicians +10

• Engineering Layout - 5 years 

• Drywall installation - 5 years 

• Prefabrication/ Manufacturing - 2 years

• Field Tech Engineer +5

• UAS (Drone) Pilot to monitor land and livestock +2

• Web development +2

• Maintenance Technician +2; 

• Robotics Programmers +2

• Robot Technicians

• Data Analysts

• Data Processing 

• UAS Professionals Airport Front line workers (ramp and csr)
• I own a small Consulting Company. None of these recent questions apply to my company. 

However, they do apply to some or all of my clients, but I am not in a position to respond 

on their behalf.
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We recognize the potential for remote work is based on the 

activities and tasks within occupations. Taking into 

consideration your entire workforce, what percentage would 

perform their work functions in the following locations:

68% =  6,190 employees

26% = 1,668 employees

89% = 10,634

employees

N=253

©InterLink 2022 All rights reserved. The information contained herein is subject to change without notice.



Effects of technology on growth or decline 

of occupations:

 The use of Drones and other UAV, Robot, and Cybersecurity are the 
most frequently mentioned as showing the most growth potential.  

 Occupations in Healthcare and Construction are also in high demand

 Occupations identified as having the most decline due to the use of 
automation are in the areas of:

 Accounting Specialists

 Cashiers

 Customer Service

 Data Processing

 Front Desk Agents

 Order  Fulfillment

 Project Engineers

 Truck Drivers
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High Demand ~ High Skill ~ High Wage

Occupations Identified by 

North Central Texas Employers

Data Sources: EMSI, Texas Workforce Commission, 

Bureau of   Labor Statistics, 

InterLink 34th Annual Regional Employer Survey
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➢Growing use of computers and other
automation and technological changes;

➢Changes in business practices;
➢Demographic trends;
➢Changes in the way medical care is provided;
➢Trends in law, law enforcement and

government regulations;
➢Offshoring and outsourcing of jobs and 

people.
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InterLink’s 2021-2026 ~ 35th Annual 

North Central Texas Employer 

Workforce Demand Survey 

will be released …….

February 4th 2022

We encourage your participation!
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Thank you!  I welcome your……
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www.interlink-ntx.org

The online portal to 

Labor Market Resources
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Candy Slocum

candy@interlink-ntx.org

http://www.interlink-ntx.org/
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Our mission is to empower companies to successfully manage global 

cybersecurity risks, vulnerabilities and compliance requirements

Mission

Vision

RB Advisory is focused on ensuring that our clients are equipped with the best practices 

and methodology to avoid the devastating consequences of cyber-attacks to their 

business. We aim to be one of the industry’s leading experts for cyber security, risk 

management and compliance services.
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Regine Bonneau is the Founder and CEO of RB Advisory, LLC, 
which provides cyber risk management, security assessments, 
compliance services, forensic audits, and privacy consultations 
for private sector and government clients. She founded RB 
Advisory after years of working in the risk management and 
compliance industries.

Ms. Bonneau is a leading expert and practitioner in 
governance, risk management, compliance, and cybersecurity. 
Ms. Bonneau believes in order to create an effective 
governance, compliance and security culture there needs to be 
an understanding of each aspect of the phenomena in 
enterprise risk management and governance with insight and 
commitment at every level of an organization. Her career spans 
20 years with a focus on people, process, and technology in 
the healthcare, financial, legal, government and energy sectors 
from small to large enterprises.
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Company Certifications
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M/WBE: Minority Woman Business Enterprise

WOSB: Women Owned Small Business

EDWOSB: Economically Disadvantage Women Owned 

Small Business

SBE: Small Business Enterprise

DBE: Disadvantage Business Enterprise

LDBE: Local Disadvantage Business Enterprise

RPO: Registered Provider Organization (CMMC-AB)

CAGE Code: 843K1

DUNS: 080654723

NAICS Code:

541330

541519

541611

541690

541990
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RB Advisory Services
We Assess and Reduce Your Cyber Risk While Meeting Your Compliance Needs
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Cybersecurity Risk Management Compliance

•Cyber Risk Assessments

•Gap Analysis

•Vulnerability Management

•Penetration Testing

•Cyber Security Strategy Plan

•M&A Due Diligence

•Virtual CISO (vCISO)

•Cyber Risk Management Plans

•Cyber Liability Insurance

•IT Security Audits

•Incident Response Plan

•Third Party Risk Management

•Cloud Management

•Change Management

•Governance, Risk, Compliance

•Privacy Consultations: Safeguards, 

US Privacy Shield, & EU’s GDPR

•Federal & State Regulations: 

Compliance/Privacy

•NIST 800-171/CMMC

•Education Awareness Training

•Policies and Procedures
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An effective Cybersecurity Program consists of these eight elements:

Security

Organization

GovernanceRisk

Assessment
Security Tools

Incident

Response
Third Party 

Risk
Threat 

Management

!

Cyber Security Elements

Regulatory 
Compliance



A Holistic View of Our 
Cybersecurity Program



We provide defense in depth 

practices to manage risk with 

diverse defensive strategies, so that 

if one layer of defense turns out to 

be inadequate, another layer of 

defense will provide another layer 

against a full breach of your 

systems.

Your competitive separation 
between your organization and 
other players in the market. 

Employees

Customers

Why You Want a Holistic Approach

Infrastructure & Services

Intellectual Property

Employees

Customers

Your competitive separation between your 

organization and other players in the market. 

Employees are on the front lines.  

The more that can be done to 

regularly educate them of the small 

things you can be done will go a 

long way towards protecting your 

organization.

Keep sensitive customer information secure. 

We assist with creating a sound security plan 

to collect only what is needed, keeping it safe, 

and disposing of it securely which meets 

required obligations.

Your IT and Security Challenges Are Connected to Every Aspect of Your Business



Layered Security Model

Multiple Layer of Security Measures to Protect You and Your Customers



Your Best Line of Defense
24x7 Security Operations Center, which means you get 
enterprise-grade security, no matter the size of your 
business.

Layered Security Model

Multiple Layer of Security Measures to Protect You and Your Customers



Key Services
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Virtual Chief Information Security Officer (vCISO)

DoD CMMC 2.0 - NIST 800-171

Cyber Breach Response / Incident Response Plan

Penetration Testing / Vulnerability Assessment

Third Party Risk Management / Supply Chain Risk Management

Digital Transformation

Cloud and SAP Security
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Cyber Compliance
Compliance involves creating a program that 

establishes risk-based controls to protect the integrity, 

confidentiality, and accessibility of information stored, 

processed, or transferred.  

And 

Many 

more…
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UAM – The 

Importance of 

Cybersecurity
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What is Cybersecurity
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Cybersecurity consists of technologies, 

processes, and controls designed to protect 

computer systems, data, programs, networks, 

devices from information disclosure, theft of 

or damage to their hardware, software, or 

electronic data, as well as from the disruption 

or misdirection of services they provide. 
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The Case for Cybersecurity
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Cybersecurity is a key priority for manufacturers due to 

systems facing the same threats as all aerial platforms 

along with a range of unique challenges.

Cybersecurity IS one of the biggest technical challenges 

facing UAS/UAM and eVTOL developers. Cyber threat is 

not limited to a particular part of the platform, it includes:

• Navigation (GPS)

• Communication

• Vital Systems 

• Software and Programs

• All parts and systems 

Cybersecurity is importance to urban air mobility (UAM) 

due to operators continued increase reliability on 

electronic control systems on the ground and in the air.
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Industry Landscape
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Ecosystem & Operations Concept
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Cybersecurity Vulnerabilities in Aviation/UAS/UAM
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GPS Spoofing

Distributed Denial of Service (DDoS)

Message Injection

Message Modification

Ransomware

Jamming
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Simulated Cyber-Attack on UAS/UAM
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What’s Next
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Cyber security by Design:

From the ground up
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Cybersecurity and UAM

23

Cyber Resiliency

Ensure Operations Continuity Safe-to-Fail Design – multi-layer

Multi-layered protection Architecture Holistic and trans-organizational program

Continuous and Ongoing Monitoring User interface to capture cooperative and un-

cooperative behaviors

Threat Conditions and Failure modes drive 

design approach

Possible ability to evolve using AI/ML

Security and Safety Development Assurance Configuration and Change Management to 

ensure cyber resilience is maintained
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Basic Cyber Principles

Security is an evolutionary and continuous process. 

Systems are comprised of technology, people and processes and each system 

is part of and contributes to the security of a System-of-Systems. 

Resilience is the ability to prevent disruptions, to prepare for and adapt to 

changing conditions and to detect, respond and recover rapidly from 

disruptions to ensure the continuity, integrity and confidentiality of services at 

an acceptable performance level. 

A bespoke design of an aviation system does not guarantee resilience to 

cybersecurity threats. 

Cybersecurity measures can only be effective if applied in a timely manner. 

Managing complexity is key to cybersecurity. 

The airborne platform is the last line of defense. 

The European Strategic Coordination Platform for Cybersecurity in Aviation 



RB Advisory LLC Confidential

(not for distribution)

RB Advisory LLC Confidential

(not for distribution)

Questions

“Empowering Companies to 

Successfully Manage Global 

Cybersecurity Risks, Vulnerabilities, 

and Compliance Requirements”

Regine Bonneau, CTPRP

Founder/CEO

954-330-6015

rbonneau@rbadvisoryllc.com

https://rbadvisoryllc.com
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About Avianco

Aerospace and Aviation technology solutions small business 

with focus in end-to-end Operations & Management 

Software Solutions for safer, scalable, efficient UAV/UAM 
Operations



SkyNet SuiteTM

SkyNet Mission 

Manager

SkyNet  PSU

(MVP)
SkyNet UTM

➢ 2D/3D Mission Planning

➢ Digital Twins and Data 

Acquisition

➢ Command & Control Ops for 

BVLOS

➢ Near Realtime Tracking

➢ Situational Awareness

➢ Live Video Streaming

➢ Workflow Management

➢ UTM Services

➢ Flight Tested and Proven

➢ Work in progress to become 

LAANC provider

➢ Part of NASA AAM National 

Campaign (X4)

➢ North Texas AAM Infrastructure 

NC-1

➢ Developing PSU Services MVP



Core Technology - SkyNet

➢Airspace Awareness

➢Airspace Management

➢UTM & UAM/AAM PSU Services

➢UAV Ops and Mission Management

➢BVLOS Ops Command, Control and Communication

➢ Integrations with SDSP (Air Traffic (ADS-B etc.,), Weather, 

Cell Coverage, Population, etc.,)

➢Safety & Conformance Monitoring, Alerting

➢State/Local Govt Agency Dashboards



Collaborative Approach

As a local North Texas based small business, 

open to collaborate with local community in 

research and developing the UAM/AAM 

Infrastructure in the area.





Questions?

Thank You!


